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Figure 6.3.3.1.1-1: Enabling EAS IP replacement procedure by AF
NOTE 1:	This procedure covers the scenarios that the UE moves from non-EC to EC or the AF decides to enable the EAS IP replacement in the middle of a session.
1.	UE requests to establish a PDU Session.
2.	UE is preconfigured with the Source EAS IP address or discovers the IP address of the application server for the service subject to Edge Computing and the Source EAS IP address is returned to the UE via EAS Discovery procedure as described in clause 6.2.
3.	UE communicates with the Source EAS.
4a.	EAS Relocation may be triggered by AF (e.g. due to the load balance between EAS instances in the EHE). When AF detects that the EAS is capable of runtime context mirroring and an optimal EAS is found, then AF decides to influence the traffic routing in 5GC. The EAS IP replacement information (i.e. source EAS IP address and port number, target EAS IP address and port number) is sent to the SMF within the AF Influence information and the SMF reconfigures the UL CL UPF for local traffic routing and Local PSA with EAS IP replacement information.
	UL CL is configured by SMF to forward UL packet to Local PSA if the destination IP address is the Source EAS IP address.
	Local PSA is configured by SMF to enforce the "Outer Header Creation" and "Outer Header Removal" as described in step 5. FARs "Outer Header Creation" and "Outer Header Removal" are reused for such an instruction from SMF to UPF.
	Detailed enhancement to the AF Influence procedure is described in clause 6.3.3.2.
	If a new Local PSA is selected by SMF, the SMF may configure the new Local PSA to buffer the uplink traffic per clause 6.3.5 and enforce the "Outer Header Creation" and "Outer Header Removal" as described in step 65.
	If AF is not notified by 5GC that the 5GC supports EAS IP replacement mechanism, the AF does not include the target EAS identifier and does not initiate the EAS relocationAF triggered EAS IP replacement procedure.
	If the 5GC does not support EAS IP replacement capability, the SMF should reject the AF request and step 5 is skipped.
4b.	EAS Relocation may be also triggered by 5GC (e.g. due to UE Mobility). When Early/Late Notification procedure with enhancement described in clause 6.3.3.2 is triggered, the SMF notifies AF about the target DNAI and may provide the capability of supporting EAS IP replacement in 5GC. Based on the target DNAI, the AF selects a proper target EAS, then the AF triggers to mirror the runtime context between Source EAS and Target EAS. Once the Target EAS is ready, AF responds to SMF about the EAS IP replacement information. During the addition or change of UL CL and Local PSA as described in clause 4.3.5.4, 4.3.5.6 or 4.3.5.7 of TS 23.502 [3], SMF may (re)configure Local PSA for EAS IP address replacement between Source EAS and Target EAS.
5.	Local PSA starts to perform "Outer Header Creation" and "Outer Header Removal" FARs as instructed by SMF, which results in EAS IP address replacement:
-	For UL traffic, the destination IP address and port number are replaced with the Target EAS IP address and port number;
-	For DL traffic, the source IP address and port number are replaced back with the Source EAS IP address and port number.
NOTE 2:	In this solution, the PSA UPF need not to understand the logic of EAS IP replacement.
	Then all subsequent uplink traffic of this EC service for this UE is forwarded to the target EAS.
NOTE 3:	AF decides when and how to stop the Source EAS from serving the UE based on its local configuration.
END OF CHANGES
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